
8.37—CLASSIFIED PERSONNEL SOCIAL NETWORKING AND ETHICS 
 

Definitions 
Social Media Account: a personal, individual, and non-work related account with an electronic 
medium or service where users may create, share, or view user-generated content, including 
videos, photographs, blogs, podcasts, messages, emails or website profiles or locations, such as 
Facebook, X, LinkedIn, or Instagram. 
 
Professional/education Social Media Account: an account with an electronic medium or service 
where users may create, share, or view user-generated content, including videos, photographs, 
blogs, podcasts, messages, emails or website profiles or locations, such as Facebook, X, TikTok, 
or Instagram. 
 
Blogs: are a type of networking and can be either social or professional in their orientation. 
Professional blogs are encouraged and can provide a place for teachers to post homework, keep 
parents up-to-date, and interact with students concerning school related activities. Social blogs 
are discouraged to the extent they involve teachers and students in a non-education oriented 
format. 

Policy 
 

Technology used appropriately gives faculty new opportunities to engage students. District staff 
are encouraged to use educational technology, the Internet, and professional/education social 
networks to raise student achievement and to improve communication with parents and 
students. Technology and social media accounts also offer staff many ways they can present 
themselves unprofessionally and/or interact with students inappropriately. 

It is the duty of each staff member to appropriately manage all interactions with students, 
regardless of whether contact or interaction with a student occurs face-to-face or by means of 
technology, to ensure that the appropriate staff/student relationship is maintained. This includes 
instances when students initiate contact or behave inappropriately themselves. 
 
The Division of Elementary and Secondary Education (DESE) Rules Governing the Code of 
Ethics for Arkansas Educators requires District staff to maintain a professional relationship 
with each student, both in and outside the classroom. The School Board of Directors 
encourages all staff to read and become familiar with the Rules. Conduct in violation of the 
DESE Rules Governing the Code of Ethics for Arkansas Educators, including, but not limited 
to conduct relating to the inappropriate use of technology or online resources, may be reported 
to the Professional Licensure Standards Board (PLSB) and may form the basis for disciplinary 
action up to and including termination. 
 
District employees may set up blogs and other professional/education social media accounts 
using District resources to promote communications with students, parents, and the community 
concerning school-related activities and for the purpose of supplementing classroom 
instruction. Accessing professional/education social media during school hours is permitted. 
 

 



Staff are reminded that the same relationship, exchange, interaction, information, or behavior 
that would be unacceptable in a non-technological medium, is unacceptable when done through 
the use of technology. In fact, due to the vastly increased potential audience that digital 
dissemination presents, extra caution must be exercised by staff to ensure they do not cross the 
line of acceptability. A good rule of thumb for staff to use is, “if you wouldn’t say it in class, 
don’t say it online.” 

 
Accessing social media websites for personal use during school hours is prohibited, except 
during breaks or preparation periods. 

 
Privacy of Employee's Social Media Accounts 

 
In compliance with A.C.A. § 11-2-124, the District shall not require, request, suggest, or cause 
a current or prospective employee to: 
1. Disclose the username and/or password to his/her personal social media account; 
2. Add an employee, supervisor, or administrator to the list of contacts associated with 

his/her personal social media account; 
3. Change the privacy settings associated with his/her personal social media account; or 
4. Retaliate against the employee for refusing to disclose the username and/or password to 

his/her personal social media account. 
 

Notwithstanding any other provision in this policy, the District reserves the right to view any 
information about a current or prospective employee that is publicly available on the Internet. 

In the event that the district inadvertently obtains access to information that would enable the 
district to have access to an employee’s personal social media account, the district will not use 
this information to gain access to the employee’s social media account. Employees have no 
expectation of privacy in their use of District issued computers, other electronic device, or use of 
the District's network. (See policy 8.22—CLASSIFIED PERSONNEL TECHNOLOGY USE 
POLICY) 

 
 

Cross reference: See Policy 3.45 
(See policy 8.22—CLASSIFIED PERSONNEL TECHNOLOGY USE POLICY) 
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