
2019-2020 PJHS Proposed Handbook Changes 
 

P. 4--Update language regarding unexcused absences, truancy, and doctor notes:  
Students may not be allowed to make up work from unexcused absences, so it is imperative 

that parents and guardians communicate absences and encourage regular daily attendance.  
 

According to the Illinois School Code, a “chronic or habitual truant” is defined as a child subject to 
compulsory school attendance and who is absent for 5% or more of the regular attendance days in a school 
year.  When a student accumulates five (5) absences before or by the end of the first quarter of the school 
year, a letter of warning will be sent to the parent/guardian and an initial referral will be made to the attendance 
specialist. If a student accumulates ten (10) absences before or by the end of the first semester of the school 
year, a letter will be sent to the parent/guardian, a follow-up with the attendance specialist will be made, and a 
physician’s note MAY be required to verify subsequent absences.  If a student reaches fifteen (15) absences 
before or by the end of the third quarter, an additional letter will be sent to the parent/guardian, additional 
follow-up will be pursued with the appropriate truancy officer and a physician’s note WILL be required for all 
subsequent absences. All doctor notes should be given to the school within 48 hours of a student’s 
return.  
 
P. 5--Update language to include OTC medications 

 This includes OTC medications such as pain relievers and cold/allergy medications. 
 

P. 8--Update language regarding “hoodies” 
Students should refrain from having hoods on hoodies up during the course of the day. This 

poses a potential disruption to safety, as students are not easily identifiable with hoods up. 
 
P. 9--Update language regarding doctor notes 

 The doctor's note should be brought to the office and given to the secretary or principal within 
48 hours of the student’s return. 
 
P. 10--Update Honor Roll language to reflect challenging math courses 

 **Seventh grade students enrolled in Pre-Algebra and 8th grade students enrolled in Algebra 
who earn a B will count as High Honor recognition, and students who earn a C will count as Honor 
recognition. 
 
P. 11--Update 1:1 Chromebook language to reflect intentional damage (vandalism) policy and loaner device 
policy 

It should be noted that the devices are school property and any intentional damage done to a 
device is considered vandalism and appropriate consequences will be assigned. In addition, repeated 
damage to a device due to carelessness could result the device being deemed beyond repair. In this 
case, insurance (should a student choose to take it) may not cover the cost of repair and a student 
and/or parents/guardians would be expected to pay to replace the device.  

A limited number of loaner devices and  “hot spots” are available to students who lack internet 
access at home or who have issues with their own devices. The devices should be cared for in the 
same way a student would be expected to care for his or her own personal device. The devices should 
also be returned in a timely manner. If the devices (loaner chromes or hot spots) are damaged or not 
returned in a timely fashion, the school reserves the right to deny a student be issued said devices. 
 
P. 11--Update Internet Use Policy to reflect IPA Model Handbook 
Internet Use and Policy  



All use of electronic network use must be consistent with the school’s goal of promoting educational 
excellence by facilitating resource sharing, innovation, and communication. These rules do not attempt to state 
all required or proscribed behavior by users. However, some specific examples are provided. The failure of 
any user to follow these rules will result in the loss of privileges, disciplinary action, and/or appropriate 
legal action. 

Acceptable Use – Access to the electronic network must be: (a) for the purpose of education or research, and 
be consistent with the District’s educational objectives, or (b) for legitimate business use. 

Privileges – The use of the electronic network is a privilege, not a right, and inappropriate use will result in a 
cancellation of those privileges. The system administrator or Building Principal will make all decisions 
regarding whether or not a user has violated these procedures and may deny, revoke, or suspend access at 
any time. His or her decision is final. 

Unacceptable Use – The user is responsible for his or her actions and activities involving the network. Some 
examples of unacceptable uses are: 

1. Using the network for any illegal activity, including violation of copyright or other contracts, or 
transmitting any material in violation of any State or federal law; 

2. Unauthorized downloading of software, regardless of whether it is copyrighted or de-virused; 
3. Downloading of copyrighted material for other than personal use; 
4. Using the network for private financial or commercial gain; 
5. Wastefully using resources, such as file space; 
6. Hacking or gaining unauthorized access to files, resources, or entities; 
7. Invading the privacy of individuals, that includes the unauthorized disclosure, dissemination, and 

use of information about anyone that is of a personal nature including a photograph; 
8. Using another user’s account or password; 
9. Posting material authored or created by another without his/her consent; 
10. Posting anonymous messages; 
11. Using the network for commercial or private advertising; 
12. Accessing, submitting, posting, publishing, or displaying any defamatory, inaccurate, abusive, 

obscene, profane, sexually oriented, threatening, racially offensive, harassing, or illegal material; 
and 

13. Using the network while access privileges are suspended or revoked. 

Network Etiquette – The user is expected to abide by the generally accepted rules of network etiquette. 
These include, but are not limited to, the following: 

1. Be polite. Do not become abusive in messages to others. 
2. Use appropriate language. Do not swear, or use vulgarities or any other inappropriate language. 
3. Do not reveal personal information, including the addresses or telephone numbers, of students or 

colleagues. 
4. Recognize that electronic mail (e-mail) is not private. People who operate the system have 

access to all mail. Messages relating to or in support of illegal activities may be reported to the 
authorities. 

5. Do not use the network in any way that would disrupt its use by other users. 
6. Consider all communications and information accessible via the network to be private property. 

No Warranties – The school and district make no warranties of any kind, whether expressed or implied, for the 
service it is providing. The school and district are not responsible for any damages the user suffers. This 
includes loss of data resulting from delays, non-deliveries, missed-deliveries, or service interruptions caused 



by its negligence or the user’s errors or omissions. Use of any information obtained via the Internet is at the 
user’s own risk. The school and district specifically deny any responsibility for the accuracy or quality of 
information obtained through its services. 

Indemnification – The user agrees to indemnify the school and district for any losses, costs, or damages, 
including reasonable attorney fees, incurred by the school or district relating to, or arising out of, any violation 
of these procedures. 

Security – Network security is a high priority. If the user can identify a security problem on the Internet, the 
user must notify the system administrator or building principal. Keep your account and password confidential. 
Do not use another individual’s account without written permission from that individual. Any user identified as a 
security risk may be denied access to the network. 

Vandalism – Vandalism will result in cancellation of privileges and other disciplinary action. Vandalism is 
defined as any malicious attempt to harm or destroy data of another user, the Internet, or any other network. 
This includes, but is not limited to, the uploading or creation of computer viruses. 

Telephone Charges – The District assumes no responsibility for any unauthorized charges or fees, including 
telephone charges, long-distance charges, per-minute surcharges, adn/or equipment or line costs. 

Copyright Web Publishing Rules – Copyright law prohibits the republishing of text or graphics found on the 
Web without explicit written permission. 

1. For each re-publication (on a Web site or file server) of a graphic or a text file that was produced 
externally, there must be a notice at the bottom of the page crediting the original producer and 
noting how and when permission was granted. If possible, the notice should also include the Web 
address of the original source. 

2. Students engaged in producing Web pages must provide library media specialists with e-mail or 
hard copy permissions before the Web pages are published. Printed evidence of the status of 
“public domain” documents must be provided. 

3. The absence of a copyright notice may not be interpreted as permission to copy the materials. 
Only the copyright owner may provide the permission. The manager of the Web site displaying 
the material may not be considered a source of permission. 

Use of E-Mail – The District’s email system, and its constituent software, hardware, and data files, are owned 
and controlled by the School District. The School District provides email to aid students as an education tool. 

1. The District reserves the right to access and disclose the contents of any account on its system, without 
prior notice or permission from the account’s user. Unauthorized access by any student to an email 
account is strictly prohibited. 

1. Each person should use the same degree of care in drafting an electronic mail message as 
would be put into a written memorandum or document. Nothing should be transmitted in an 
e-mail message that would be inappropriate in a letter or memorandum. 

2. Electronic messages transmitted via the school district’s Internet gateway carry with them an 
identification of the user’s Internet “domain.” This domain name is a registered domain name and 
identifies the author as being with the school district. Great care should be taken, therefore, in the 
composition of such messages and how such messages might reflect on the name and 
reputation of the school and district. Users will be held personally responsible for the content of 
any and all electronic mail messages transmitted to external recipients. 

3. Any message received from an unknown sender via the Internet should either be immediately 
deleted or forwarded to the system administrator. Downloading any file attached to any 
Internet-based message is prohibited unless the user is certain of that message’s authenticity 
and the nature of the file so transmitted. 

4. Use of the School District’s email system constitutes consent to these regulations. (BOE Policy 



6.235) 

P. 13--Add language regarding using cell phone to request leaving school 
To leave school during the day, a student must present a parent note, doctor's note or a phone call 

must be received by the office stating the reason for leaving campus.  Students should not use their own 
cell phone devices to request parents to pick them up.  
 
P. 14--Add language to unexcused make-up work policy 

 Missing work due to an unexcused absence will be marked as a zero. 
 
P. 14--list of parent communication tools updated to include social media, apptegy, and Google Keep 
 
P. 17--Language now reflects IPA Model Handbook 
Suicide and Depression 

Youth suicide impacts the safety of the school environment. It also affects the school community,               
diminishing the ability of surviving students to learn and the school’s ability to educate. Suicide and depression                 
awareness and prevention are important goals of the school district. 

The school district maintains student and parent resources on suicide and depression awareness and              
prevention. Much of this information, including a copy of school district’s policy, is posted on the school district                  
website. Information can also be obtained from the school office. 

 
P. 18--Cell phone policy updated to include smart watches 

Smart watches (such as an Apple watch) are not allowed at school as they are an extension of a                   
cell phone. All cell phones are to be turned off and left in lockers for the duration of the day. If a                      
student carries his or her cell phone in his or her pocket or chromebook case during the day, it is                    
considered a usage violation and the cell phone will be confiscated and kept in the office. 
 
P. 19--Conduct Code updated to reflect IPA Model Handbook 
Prohibited Student Conduct  
Students may be disciplined for gross disobedience or misconduct, including but not limited to the following: 

1. Using, possessing, distributing, purchasing, selling or offering for sale tobacco or nicotine 
materials, including electronic cigarettes or e-cigarettes. 

2. Using, possessing, distributing, purchasing, or selling alcoholic beverages. Students who are 
under the influence of an alcoholic beverage are not permitted to attend school or school 
functions and are treated as though they had alcohol in their possession. 

3. Using, possessing, distributing, purchasing, selling or offering for sale: 
1. Any illegal drug, controlled substance, or cannabis (including marijuana, hashish, 

and medical cannabis unless the student is authorized to be administered a medical 
cannabis infused product under Ashley’s Law). 

2. Any anabolic steroid unless it is being administered in accordance with a 
physician’s or licensed practitioner’s prescription. 

3. Any performance-enhancing substance on the Illinois High School Association’s 
most current banned substance list unless administered in accordance with a 
physician’s or licensed practitioner’s prescription. 

4. Any prescription drug when not prescribed for the student by a physician or 
licensed practitioner, or when used in a manner inconsistent with the prescription or 
prescribing physician’s or licensed practitioner’s instructions. The use or possession 
of medical cannabis, even by a student for whom medical cannabis has been 
prescribed, is prohibited unless the student is authorized to be administered a 
medical cannabis infused product under Ashley’s Law. 



5. Any inhalant, regardless of whether it contains an illegal drug or controlled 
substance: (a) that a student believes is, or represents to be capable of, causing 
intoxication, hallucination, excitement, or dulling of the brain or nervous system; or 
(b) about which the student engaged in behavior that would lead a reasonable 
person to believe that the student intended the inhalant to cause intoxication, 
hallucination, excitement, or dulling of the brain or nervous system. The prohibition 
in this section does not apply to a student’s use of asthma or other legally 
prescribed inhalant medications. 

6. “Look-alike” or counterfeit drugs, including a substance that is not prohibited by this 
policy, but one: (a) that a student believes to be, or represents to be, an illegal drug, 
controlled substance, or other substance that is prohibited by this policy; or (b) 
about which a student engaged in behavior that would lead a reasonable person to 
believe that the student expressly or impliedly represented to be an illegal drug, 
controlled substance or other substance that is prohibited by this policy. 

7. Drug paraphernalia, including devices that are or can be used to: (a) ingest, inhale, 
or inject cannabis or controlled substances into the body; and (b) grow, process, 
store, or conceal cannabis or controlled substances. 

8. Any substance inhaled, injected, smoked, consumed or otherwise ingested or 
absorbed with the intention of causing a physiological or psychological change in 
the body, including without limitation, pure caffeine in a tablet or powdered form. 

4. Students who are under the influence of any prohibited substance are not permitted to attend 
school or school functions and are treated as though they have the prohibited substance, as 
applicable, in their possession. 

5. Using, possessing, controlling or transferring a “weapon” or violating the procedures listed below 
under the Weapons Prohibition section of this handbook procedure. 

6. Using or possessing an electronic paging device. 
7. Using a cellular telephone, smartphone, video recording device, personal digital assistant (PDA), 

or similar electronic device in any manner that disrupts the educational environment or violates 
the rights of others, including using the device to take photographs in locker rooms or bathrooms, 
cheat, or otherwise violate student conduct rules. Prohibited conduct specifically includes, without 
limitation, creating and sending, sharing, viewing, receiving or possessing an indecent visual 
depiction of oneself or another person through the use of a computer, electronic communication 
device or cellular telephone, commonly known as “sexting.” Unless otherwise banned under this 
policy or by the building principal, all cellular phones, smartphones and other electronic devices 
must be kept powered-off and out-of-sight during the regular school day unless: (a) the 
supervising teacher grants permission; (b) use of the device is provided in a student’s 
individualized education program (IEP); (c) it is used during the student’s lunch period; or (d) it is 
needed in an emergency that threatens the safety of students, staff, or other individuals.. 

8. Using or possessing a laser pointer unless under a staff member’s direct supervision and in the 
context of instruction. 

9. Disobeying rules of student conduct or directives from staff members or school officials. 
Examples of disobeying staff directives include refusing a staff member’s request to stop, present 
school identification or submit to a search. 

10. Engaging in academic dishonesty, including cheating, intentionally plagiarizing, wrongfully giving 
or receiving help during an academic examination, altering report cards and wrongfully obtaining 
test copies or scores. 

11. Engaging in bullying, hazing or any kind of aggressive behavior that does physical or 
psychological harm to a staff person or another student or encouraging other students to engage 
in such behavior. Prohibited conduct specifically includes, without limitation, any use of violence, 
intimidation, force, noise, coercion, threats, stalking, harassment, sexual harassment, public 
humiliation, theft or destruction of property, retaliation, hazing, bullying, bullying using a school 
computer or a school computer network or other comparable conduct. 



12. Engaging in any sexual activity, including without limitation, offensive touching, sexual 
harassment, indecent exposure (including mooning) and sexual assault. 

13. Engaging in teen dating violence. 
14. Causing or attempting to cause damage to, stealing, or attempting to steal, school property or 

another person’s personal property. 
15. Entering school property or a school facility without proper authorization. 
16. In the absence of a reasonable belief that an emergency exists, calling emergency responders 

(calling 9-1-1); signaling or setting off alarms or signals indicating the presence of an emergency; 
or indicating the presence of a bomb or explosive device on school grounds, school bus or at any 
school activity. 

17. Being absent without a recognized excuse. 
18. Being involved with any public school fraternity, sorority, or secret society. 
19. Being involved in a gang or engaging in gang-like activities, including displaying gang symbols or 

paraphernalia. 
20. Violating any criminal law, including but not limited to, assault, battery, arson, theft, gambling, 

eavesdropping, vandalism and hazing. 
21. Engaging in any activity, on or off campus, that interferes with, disrupts, or adversely affects the 

school environment, school operations, or an educational function, including but not limited to, 
conduct that may reasonably be considered to: (a) be a threat or an attempted intimidation of a 
staff member; or (b) endanger the health or safety of students, staff, or school property. 

22. Making an explicit threat on an Internet website against a school employee, a student, or any 
school-related personnel if the Internet website through which the threat was made is a site that 
was accessible within the school at the time the threat was made or was available to third parties 
who worked or studied within the school grounds at the time the threat was made, and the threat 
could be reasonably interpreted as threatening to the safety and security of the threatened 
individual because of his or her duties or employment status or status as a student inside the 
school. 

23. Operating an unarmed aircraft system (AUS) or drone for any purpose on school grounds or at 
any school event unless granted permission by the building principal. 

For purposes of these rules, the term “possession” includes having control, custody, or care, currently or in the 
past, of an object or substance, including situations in which the item is: (a) on the student’s person; (b) 
contained in another item belonging to, or under the control of, the student, such as in the student’s clothing, 
backpack, or automobile; (c) in a school’s student locker, desk, or other school property; (d) at any location on 
school property or at a school-sponsored event; or (e) in the case of drugs and alcohol, substances ingested 
by the person. 

Efforts, including the use of positive interventions and supports shall be made to deter students, while at school 
or a school-related event, from engaging in aggressive behavior that may reasonably produce physical or 
psychological harm to someone else. 

No disciplinary action shall be taken against any student that is based totally or in part on the refusal of the 
student’s parent/guardian to administer or consent to the administration of psychotropic or psychostimulant 
medication to the student. 

When and Where Conduct Rules Apply 

The grounds for disciplinary action also apply whenever the student’s conduct is reasonably related to school 
or school activities, including but not limited to: 

1. On, or within sight of, school grounds before, during, or after school hours or at any time; 
2. Off school grounds at a school-sponsored activity or event, or any activity or event that bears a 

reasonable relationship to school; 



3. Traveling to or from school or a school activity, function, or event; or 
4. Anywhere, if the conduct interferes with, disrupts, or adversely affects the school environment, 

school operations, or an educational function, including but not limited to, conduct that may 
reasonably be considered to: (a) be a threat or an attempted intimidation of a staff member; or (b) 
endanger the health or safety of students, staff, or school property. 

Disciplinary Measures 

School officials shall limit the number and duration of expulsions and out-of-school suspensions to the greatest 
extent practicable, and, where practicable and reasonable, shall consider forms of non-exclusionary discipline 
before using out-of-school suspensions or expulsions. School personnel shall not advise or encourage 
students to dropout of school voluntarily due to behavioral or academic difficulties. Potential disciplinary 
measures include, without limitation, any of the following measures: 

1. Notifying parents/guardians. 
2. Disciplinary conference. 
3. Withholding of privileges. 
4. Temporary removal from the classroom. 
5. Return of property or restitution for lost, stolen or damaged property. 
6. In-school suspension. 
7. After-school study or Saturday study provided the student’s parent/guardian has been notified. (If 

transportation arrangements cannot be made in advance, an alternative disciplinary measure will 
be assigned to the student.) 

8. Community service. 
9. Seizure of contraband; confiscation and temporary retention of the personal property that was 

used to violate school rules. 
10. Suspension of bus riding privileges. 
11. Suspension from school and all school activities for up to 10 days. A suspended student is 

prohibited from being on school grounds. 
12. Expulsion from school and all school activities for a definite time period not to exceed 2 calendar 

years. An expelled student is prohibited from being on school grounds. 
13. Transfer to an alternative program if the student is expelled or otherwise qualifies for transfer 

under State law. 
14. Notifying juvenile authorities or other law enforcement whenever the conduct involves criminal 

activity, such as, illegal drugs (controlled substances), “look-alikes,” alcohol or weapons or in 
other circumstances as authorized by the reciprocal reporting agreement between the District 
and local law enforcement agencies. 

The above list of disciplinary measures is a range of options that will not always be applicable in every case. In 
some circumstances, it may not be possible to avoid suspending or expelling a student because behavioral 
interventions, other than a suspension or expulsion, will not be appropriate and available, and the only 
reasonable and practical way to resolve the threat and/or address the disruption is a suspension or expulsion. 

Corporal Punishment 

Corporal punishment is illegal and will not be used. Corporal punishment is defined as slapping, paddling, or 
prolonged maintenance of students in physically painful positions, or intentional infliction of bodily harm. 
Corporal punishment does not include reasonable force as needed to maintain safety for students, staff, or 
other persons, or for the purpose of self-defense or defense of property. 



Weapons Prohibition 

A student who is determined to have brought one of the following objects to school, any school-sponsored 
activity or event, or any activity or event that bears a reasonable relationship to school shall be expelled for a 
period of not less than one year but not more than 2 calendar years: 

A student who is determined to have brought one of the following objects to school, any school-sponsored 
activity or event, or any activity or event that bears a reasonable relationship to school shall be expelled for a 
period of not less than one year but not more than 2 calendar years: 

(1) A firearm, meaning any gun, rifle, shotgun, weapon as defined by Section 921 of Title 18 of the United 
States Code, firearm as defined in Section 1.1 of the Firearm Owners Identification Card Act, or firearm as 
defined in Section 24-1 of the Criminal Code of 1961. The expulsion period may be modified by the 
superintendent, and the superintendent’s determination may be modified by the board on a case-by-case 
basis. 

(2) A knife, brass knuckles or other knuckle weapon regardless of its composition, a billy club, or any other 
object if used or attempted to be used to cause bodily harm, including “look alikes” of any firearm as defined 
above. 

The expulsion requirement may be modified by the superintendent, and the superintendent’s determination 
may be modified by the board on a case-by-case basis. 

Gang & Gang Activity Prohibited 

“Gang” is defined as any group, club or organization of two or more persons whose purposes include the 
commission of illegal acts. No student on or about school property or at any school activity or whenever the 
student’s conduct is reasonably related to a school activity, shall: (1) wear, possess, use, distribute, display, or 
sell any clothing, jewelry, paraphernalia or other items which reasonably could be regarded as gang symbols; 
commit any act or omission, or use either verbal or non-verbal gestures, or handshakes showing membership 
or affiliation in a gang; or (2) use any speech or commit any act or omission in furtherance of the interest of any 
gang or gang activity, including, but not limited to, soliciting others for membership in any gangs; (3) request 
any person to pay protection or otherwise intimidate, harass or threaten any person; (4) commit any other 
illegal act or other violation of district policies, (5) or incite other students to act with physical violence upon any 
other person. 

Re-Engagement of Returning Students 

The building principal or designee shall meet with a student returning to school from an out-of-school 
suspension, expulsion or alternative school setting. The goal of this meeting shall be to support the student’s 
ability to be successful in school following a period of exclusion and shall include an opportunity for students 
who have been suspended to complete or make-up missed work for equivalent academic credit. 

 

P. 26--Update language to reflect what is “use” of a cell phone 
Smart watches (such as an Apple watch) are not allowed at school as they are an extension of a 

cell phone. All cell phones are to be turned off and left in lockers for the duration of the day. If a 
student carries his or her cell phone in his or her pocket or chromebook case during the day, it is 
considered a usage violation and the cell phone will be confiscated and kept in the office. 
 


