
 

 

CIPA REQUIREMETNS  

 

 Technology Protection Measure (Content Filter): 

 Must block or filter access by adults and minors to visual depictions that are 

obscene, child pornography, or harmful to minors. 

 Can be turned off for adults engaged in bona fide research. 

 

 

 Internet Safety Policy address the following issues: 

 Access by minors to inappropriate material on the Internet. 

 The safety and security of minors when using email, chatrooms and other forms 

of direct electronic communications. 

 Unauthorized and unlawful activities by minors. 

 Unauthorized disclosure, use and dissemination of personal information regarding 

minors. 

 Measures designed to restrict minors’ access to material harmful to minors. 

 Education of minors about appropriate on-line behavior, including interacting 

with other individuals on social networking sites /chatrooms and cyberbullying 

and response. 

 Must be approved at a public hearing (school board meeting). 


